RapidIdentity Identity Bridge
Securely Connect On-Premise Resources to RapidIdentity Cloud

WHAT IT IS
RapidIdentity Identity Bridge is a client-server utility that allows for secure communications to be configured between RapidIdentity Cloud and on-premises resources.

WHEN IT'S NEEDED
The Identity Bridge feature in RapidIdentity facilitates secure network connectivity from a RapidIdentity Cloud tenant to on-premises HR or SIS systems, as well as directories, files, local applications, and databases for data syncing and transformation.

HOW IT WORKS
RapidIdentity Identity Bridge is configured to specify internal application and port information. The utility consists of a highly available service that runs in the tenant environment and a client that runs on any Windows server on the customer premises.

HOW IT'S SECURE
Designed to provide a secure way to transmit data, each bridge is deployed with its own unique fingerprint and encryption keys. It only requires the customer to allow outbound TCP port 443 from internal networks to connect with the RapidIdentity Cloud tenant Identity Bridge Service. The unique Identity Bridge client is only available through the RapidIdentity Portal and following the initial configuration, all management is handled through the RapidIdentity Portal as well.

For more information on RapidIdentity Identity Bridge and Identity Automation's development life cycle for products and services, please see the RapidIdentity Cloud Reference Architecture.
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